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STATEMENT – TECHNICAL INFO 1/1 

Date: 14.12.2021 

 
 

IRIS statement on worldwide security vulnerability 
in the JAVA library Log4J  
 
 

 

On Friday the 10th of December 2021 it became publicly known, that there is security 
vulnerability in the Log4J library.  

With this statement we want to inform you about the status of our products regarding that 
issue.  

 

Following products are not affected:  

• IRISXtract incl. all Addons  

• IRISPowerscan 

• Readiris PDF 22 

• Readiris 16 & 17  

• Cardiris 

 

The IRISPulse cloud services are already updated so that the vulnerability has been 
successfully fixed. 

 

All our channel products are not or no longer affected by the security vulnerability.  

 

If you have further questions, please do not hesitate to contact us.  

 

Best regards  

 

Marcel Rosenbaum  

Director Portfolio Management  

IRIS P&T 


